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Introduction
In order to prevent the repeated occurrence of fraud on online commerce platforms, fake
investments, and false information, this Training Course will focus on professional training in
relations to cybersecurity. We prioritize vocational and technical personnel, of whom should
possess to enhance the quality of a country’s information security protection and promote
industrial development.

Eligibility
Instructors for governmental information vocational or training programs. Employees in
associations or organizations related to the information, cybersecurity or engineering
industries.
Young people with a university degree or above in information engineering, computer
science or information security.

Course Arrangement
169 hours of training in total, combined with academical subjects and practical skills training. 

Academical subjects includes: Basic Network, Intrusion Lab Setup, Introduction to
Cybersecurity, Assets Management and Cryptography.
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Practical skills training includes: Security Vulnerabilities, Threats, and Countermeasures,
Penetration, System and Web Service Protection, Physical Security, Controlling and
Monitoring Access, Secure Network Architecture and Components and Forensics and
Fake News.
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Contact Person

Tingyu Lin
Tel: 2888-6145
Email: ty.lin@icdf.org.tw

Application deadline
25 July, 2024

Class Time
 4 September - 9 October, 2024
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Invitation Required: Through the R.O.C(Taiwan) embassies, representative
offices, or Taiwan technical missions.

Training Offered in
English and Spanish


